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SASB Data Report

Our annual 2024 Impact Report presents information for Comcast Corporation and its consolidated subsidiaries 
(the “Company”) relating to certain key environmental, social and governance (“ESG”) focus areas.  

The information below reports certain additional ESG information and metrics with reference to the 
Sustainability Accounting Standards Board (“SASB”) framework.  This information outlines how our 
existing disclosures align with the recommended metrics for the SASB Telecommunications Services and 
Media & Entertainment standards.  Inclusion of information in this data report should not be construed 
as a characterization of the materiality or financial impact of such information.  

Forward-Looking Statements

This report includes statements that are “forward-looking statements” within the meaning of the Private 
Securities Litigation Reform Act of 1995, Section 27A of the Securities Act of 1933 and Section 21E of the 
Securities Exchange Act of 1934.  Forward-looking statements are not historical facts or statements of 
current conditions, but instead represent only our beliefs regarding future events, many of which, by 
their nature, are inherently uncertain and outside of our control. These may include estimates, 
projections and statements relating to our business plans, objectives and expected operating results and 
statements regarding ESG-related plans and goals, which are based on current expectations and 
assumptions that are subject to risks and uncertainties that may cause actual results to differ materially. 
These forward-looking statements generally are identified by words such as “believe,” “project,” 
“expect,” “anticipate,” “estimate,” “intend,” “potential,” “strategy,” “future,” “opportunity,” “commit,” 
“plan,” “goal,” “may,” “should,” “could,” “will,” “would,” “will be,” “will continue,” “will likely result” and 
similar expressions.  In evaluating these statements, you should consider various factors, including the 
risks and uncertainties we describe in the “Risk Factors” sections of our Forms 10-K and 10-Q and other 
reports we file with the Securities and Exchange Commission (“SEC”).  For a discussion of the risks and 
challenges we may face in meeting our environmental goals, see also our 2024 Impact Report. The 
inclusion of forward-looking and other statements that may address our corporate responsibility 
initiatives, progress, plans and goals in this report or in links to websites referenced in this report is not 
an indication that such statements are necessarily material to investors or required to be disclosed in our 
filings with the SEC. Such statements may contain estimates, make assumptions based on developing 
standards that may change and provide aspirational goals and commitments that are not intended to be 
promises or guarantees. Readers are cautioned not to place undue reliance on forward-looking 
statements and such other statements, which speak only as of the date they are made. We undertake no 
obligation to update or revise publicly any forward-looking or such other statements, whether because 
of new information, future events or otherwise.
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TELECOMMUNICATIONS SERVICES

SASB Code
Requested 
Metric Company Response

TC-TL-000.A Wireless 
subscribers

As of December 31, 2023, 
Connectivity & Platforms had 
6,558,000 wireless lines in 
the United States.

SASB standards request reporting on the number of 
wireless subscribers, wireline subscribers and 
broadband subscribers.  We report wireline and 
broadband subscribers, as well as wireless lines (but 
not subscribers), each in the United States, as well 
as our total customer relationships in the United 
States, United Kingdom and Italy and number of 
video customers in the United States, for our 
Connectivity & Platforms business in our annual and 
quarterly reports filed with the SEC.  

Because these metrics do not reflect all of the key 
indicators that we use to evaluate our operating 
performance from period to period, please refer to 
pages 32-49 of our 2023 Form 10-K for a more 
complete picture of our key operating metrics in 
2023 as well as our Form 10-Q for the three months 
ended March 31, 2024.

TC-TL-000.B Wireline 
subscribers

As of December 31, 2023, 
Connectivity & Platforms had 
14,106,000 video customers 
in the United States, which 
includes both residential and 
business services customers.

TC-TL-000.C Broadband 
subscribers

As of December 31, 2023, 
Connectivity & Platforms had 
32,253,000 broadband 
customers in the United 
States, which includes both 
residential and business 
services customers.

TC-TL-000.D Network traffic in 
petabytes

Our advanced network carried approximately 754 petabytes of customer traffic on 
an average day based on 2023 traffic.

For additional information on our network, please see Our Network.

TC-TL-
130a.1

Total energy 
consumed (GJ)

Percentage grid 
electricity

Percentage 
renewable energy

21,486,000 GJ

70.8% grid electricity

7.1% renewable energy

Please refer to our Carbon Footprint Data Report for additional information.

TC-TL-
220a.1

Description of 
policies and 
practices relating 
to targeted 
advertising and 
customer privacy

Privacy risks are among those identified through the Company’s enterprise risk 
management assessment as core enterprise risks for Board-level oversight. Our 
Board, including through its Governance and Corporate Responsibility Committee, 
reviews and discusses our privacy program, processes and priorities with our Chief 
Privacy and Data Strategy Officer. In addition, our Privacy Council, which includes 
our Chief Legal Officer, Chief Privacy and Data Strategy Officer, Chief Compliance 
Officer, head of Internal Audit and the Chief Privacy Officers and General Counsels 
of our primary businesses, reviews and assesses privacy risks throughout our 
businesses and shares best practices. Our Internal Audit team also tests certain 
privacy controls as part of its audit function. We have employee trainings to 
increase awareness and respect for data privacy as part of our regular compliance 
training program, which is supplemented in our operating business units for specific 
job functions.

https://protect.checkpoint.com/v2/___https://www.cmcsa.com/static-files/fabc4151-d6cd-4480-bf15-43a5dfd96290___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2Ojg3Y2Q6ODY4M2U2ZTU3NmJmZDQ2MDkzM2Y0NzY5M2U0ZjJkNmU3NWFiNzk5MzlmYjA1ODNmYzAxNmY4OGMwNzUxODk2YTpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.cmcsa.com/node/42131/html___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjdjZjU6NjE0YzNkMDMyNDZiMGRlY2ZiN2U2NWQ0NGMwNzdmNzNjNGVjYmFiYmNmNDc5Mzc4ZjIwNDhiZjU1OGVhZjk3ZDpwOlQ6Tg
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TC-TL-
220a.1

Description of 
policies and 
practices relating 
to targeted 
advertising and 
customer privacy 
(cont’d)

When we collect, use, maintain or share personal information, we prioritize keeping it 
safe and using it for the purposes described in our privacy policies and notices, 
including the following privacy policies for the Company’s primary operating 
businesses: Xfinity Privacy Policy, Xfinity Internet DNS Privacy Statement, Our Network, 
NBCUniversal Privacy Policy and Sky Privacy Policy. Comcast Cable deletes DNS, or 
Domain Name System, queries generated by its broadband customers every 24 hours 
except in very specific cases where it needs to investigate a security or safety issue or 
event involving specific DNS data, to protect against security threats, to ensure system 
integrity, when a customer has opted-in to one of the service features that require 
longer retention of DNS data or to comply with a valid legal request. If we make 
material changes to the way we process personal information, we will provide notice 
of such changes, including by posting the updated privacy policy on the applicable 
website and otherwise providing notice in accordance with legal requirements. We 
provide customers subject to the privacy provisions of The Cable Act of 1984 with an 
annual copy of our current privacy policy (via their bill, direct mail or email) and 
provide them with resources to understand any changes made through the Xfinity 
Privacy Center. The Company operates in compliance with applicable privacy laws and 
regulations, and respects the privacy rights of individuals.  We require business 
partners with access to our data to do the same.  We have policies and procedures to 
limit sharing personal information to those who are authorized to receive it, as further 
described in TC-TL-230a.1 below.

As an internet service provider, Comcast Cable plays an important role in connecting 
customers with their online activities.  Comcast Cable has made the following 
commitments relating to privacy: 

• As an internet service provider, we do not track websites visited or apps used 
through a broadband connection.

• We do not sell information that identifies our broadband customers or that provides 
location data for our mobile phone service.

• We help protect our customers with multiple layers of security and provide 
customers with the tools and support to protect themselves.

• The Xfinity Privacy Center allows customers to control their information, including 
features to download, correct and delete personal information and opt in or out of 
a number of settings and programs. 

For additional information, please also see the Privacy and Data Protection Regulation 
section on page 17 of our 2023 Form 10-K. 

TELECOMMUNICATIONS SERVICES

SASB Code Requested Metric Company Response

https://protect.checkpoint.com/v2/___https://www.xfinity.com/privacy/policy___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjM0YzQ6NDFlZjIwNzRiNzA1NDQzM2E2MzY5NmRiY2Q1YjZiM2EzMGY3NTU1ZWJjMjBjNDQzNzMzMTgwMTgxMWE2YzZmYTpwOlQ6Tg
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https://protect.checkpoint.com/v2/___https://www.sky.com/help/articles/sky-privacy-and-cookies-notice___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjdlOTA6YzA4ZGUyYzc5MTBjNDBkNjk2NDJjOTNkNTVhMjQ1ZjY3ZjE3Y2VjMTEzNWJiZDZjMWEyNzA4NjVjMTgxMGIyZTpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.xfinity.com/privacy___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmJjNDE6YjI1YTNmOTUzOTExNTU0ZmI3YTcxZmYwM2U0NTg4NjlhYTkyYzZhMDM2MDhhM2I5YjU0YTZmODliZDcxYzQ2YTpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.xfinity.com/privacy___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmJjNDE6YjI1YTNmOTUzOTExNTU0ZmI3YTcxZmYwM2U0NTg4NjlhYTkyYzZhMDM2MDhhM2I5YjU0YTZmODliZDcxYzQ2YTpwOlQ6Tg
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TC-TL-
220a.2

Number of 
customers whose 
information is 
used for secondary 
purposes

The Company does not calculate this metric.  As of March 31, 2024, the total customer 
relationships across Connectivity & Platforms was 52 million. We use the information 
we collect from and about our   customers in accordance with the privacy policies 
referenced  immediately above.

TC-TL-
220a.3

Total amount of 
monetary losses as 
a result of legal 
proceedings 
associated with 
customer privacy

The Company discloses material legal proceedings in annual and  quarterly reports 
filed with the SEC.  In 2023, the Company did not disclose any monetary losses as a 
result of legal proceedings associated with customer privacy.

TC-TL-
220a.4 

Number of law 
enforcement 
requests for 
customer 
information

Number of 
customers whose 
information was 
requested

Percentage 
resulting in 
disclosure

Our domestic Connectivity & Platforms business regularly publishes a Transparency 
Report disclosing information on the number and categories of requests for customer 
information made by U.S. law enforcement and national security agencies at the federal, 
state and local government levels.  Requests for information made under the Foreign 
Intelligence Surveillance Act are subject to a six-month delay.  

For more information and copies of the reports, please see Transparency Reports.

TC-TL-
230a.1

Number of data 
breaches

Percentage that 
are personal data 
breaches

Number of 
customers 
affected

The Company’s security incident records are confidential and, except as required by law, 
the Company does not publicly disclose the details associated with such events.    

For more information on the Company’s data protection and security practices, please 
see Xfinity Privacy Policy, Our Network, NBCUniversal Privacy Policy and Sky Privacy 
Policy.

TELECOMMUNICATIONS SERVICES

SASB Code
Requested 
Metric Company Response
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https://protect.checkpoint.com/v2/___https://www.sky.com/help/articles/sky-privacy-and-cookies-notice___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjQyZGM6Yzc0NWM3YjhlODU2YjdmNmNlMDkwOTQxZWMzNGExNTc2ZTQ0MmY0MzMxMTlkMjVjNzc4ZmQ1YmYzZjBjZDlmZjpwOlQ6Tg
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TC-TL-
230a.2

Description of 
approach to 
identifying and 
addressing data 
security risks, 
including use of 
third-party 
cybersecurity 
standards

Our management, with involvement and input from our Board of Directors, 
performs an annual enterprise-wide risk management (“ERM”) assessment to 
identify and manage key existing and emerging risks for our company, including 
cybersecurity and risks related to emerging technologies such as artificial 
intelligence (“AI”). Our ERM process assesses the characteristics and circumstances 
of the evolving business environment at the time. Our executive management team 
has the overall responsibility for, and oversight of, our ERM process, and an ERM 
steering committee manages the process, with one or more senior business 
executives then monitoring and managing each of the identified risks.  Our Board 
receives an annual presentation on the results of the core enterprise risks identified 
through our ERM process for Board-level oversight, with our Audit Committee 
overseeing the process by which we perform our ERM exercise. For additional 
information, please see p. 21 of our 2024 Proxy Statement. 

Cybersecurity is among the risks identified for Board-level oversight as a result of 
our most recent ERM assessment, with our Audit Committee of the Board 
overseeing our policies, practices and assessments with respect to cybersecurity and 
our Governance and Corporate Responsibility Committee reviewing and receiving 
reports with respect to privacy, AI and data governance.

The Board and/or our Audit Committee receive regular updates throughout the year 
on cybersecurity. Each of our Board and Audit Committee separately receives an 
annual report on cybersecurity matters and related risk exposures from our primary 
businesses’ Chief Information Security Officers (“CISOs”) and Chief Technology 
Officers or other similar officers (“CTOs”). When covered during an Audit Committee 
meeting, the chair of the Audit Committee reports on its discussion to the full Board. 
Our Audit Committee also receives regular updates on our cybersecurity posture 
throughout the year from our head of Internal Audit, as appropriate. Topics 
discussed with our Board and/or Audit Committee in a given year may include 
cybersecurity strategy, risk and threats, financial and employee resource levels, 
regulatory compliance, technology trends and third-party maturity assessments of 
our cyber programs. 

In addition to this Board-level oversight, our Cybersecurity Leadership Council 
(“CLC”) oversees our cybersecurity strategy and is responsible for overseeing and 
managing our cybersecurity risks. The CLC includes our Chief Financial Officer, Chief 
Legal Officer, head of Internal Audit, Chief Privacy and Data Strategy Officer, and 
lead internal securities counsel, as well as the CISOs, CTOs, CFOs and General 
Counsels of our primary businesses. Given the complex and varied nature of our 
businesses, the Connectivity & Platforms and Content & Experiences businesses 
each have a dedicated CISO who we believe is appropriately qualified to assess and 
manage cybersecurity risks. 

The CLC conducts regular meetings throughout the year during which CISOs provide 
updates and report on meaningful cybersecurity risks, threats, incidents and 
vulnerabilities in accordance with the CLC’s reporting framework, as well as related 
priorities, mitigation and remediation activities, financial and employee resource 
levels, regulatory compliance, technology trends and third-party provider risks. To

TELECOMMUNICATIONS SERVICES

SASB Code
Requested 
Metric Company Response
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TC-TL-
230a.2

Description of 
approach to 
identifying and 
addressing data 
security risks, 
including use of 
third-party 
cybersecurity 
standards

(cont’d)

help inform this reporting framework, our primary businesses maintain incident 
response plans and other policies and procedures designed to respond to, mitigate and 
remediate cybersecurity incidents according to a defined set of severity ratings based 
on the potential impact to our business, information technology systems, network or 
data, including data held or information technology services provided by third-party 
vendors or other service providers.

Network and information systems and other technologies, including those that are 
related to our network management, customer service operations and programming 
delivery and are embedded in our products and services, are critical to our business 
activities. We frequently obtain certain confidential, proprietary and/or personal 
information about our customers, personnel and vendors, which in many cases is 
provided or made available to third-party vendors who agree to protect it. As a result, 
we have multiple layers of security designed to detect and block cybersecurity events, 
as well as a dedicated team of cybersecurity personnel, who assist our CISOs in helping 
to assess, identify, monitor, detect and manage cybersecurity risks, threats, 
vulnerabilities and incidents. In the normal course, we engage assessors, consultants 
and other third parties to assist in various cyber-related matters. For example, an 
outside consulting firm conducts a National Institute of Standards and Technology 
(“NIST”) and International Organization for Standardization-based cybersecurity 
capability maturity assessment every three years, which is reviewed with the Audit 
Committee, and our security teams leverage third-party advisors, as appropriate. We 
also perform penetration tests, data recovery testing, security audits and risk 
assessments throughout the year. Our cybersecurity program also incorporates 
intelligence sharing capabilities about emerging threats within the telecommunications 
industry and other industries through collaboration with peer companies and 
specialized consultants and through public-private partnerships with government 
intelligence agencies. We hold cybersecurity trainings for our employees and request 
that key vendors do the same.

However, while we develop and maintain systems, and operate programs that seek to 
prevent security incidents from occurring, these systems and programs must be 
constantly monitored and updated in the face of sophisticated and rapidly evolving 
attempts to overcome our security measures and protections. The occurrence of both 
intentional and unintentional incidents has caused, and could cause in the future, a 
variety of adverse business impacts. See “Item 1A: Risk Factors” and “Item 1C: 
Cybersecurity” in our 2023 10-K for additional information on risks related our 
business, including for example risks related to cyber attacks, information and system 
breaches, and technology disruptions and failures; our reliance on using and protecting 
certain intellectual property rights; keeping pace with technological developments; 
legal and regulatory developments; and obtaining hardware, software and operational 
support from third-party vendors.

With respect to AI, we believe it should be used in a responsible, transparent and 
accountable manner, subject to appropriate human direction, supervision and 
governance and, like any other technology, should meet our privacy and security 
standards. To this end, we have dedicated oversight and working groups within our key
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https://protect.checkpoint.com/v2/___https://www.sec.gov/ix?doc=/Archives/edgar/data/1166691/000116669124000011/cmcsa-20231231.htm___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjcxNWY6Zjg2ZGNmMmU4MDhmODg2MzE1M2YwOTAwOTM1MzE0MjFjYzE3ZTMyZmM5MDY1MDU2YjYyYWNiNGFlZjRiOWYxOTpwOlQ6Tg


6   I    Comcast Corporation – SASB Report  (as of December 2024)

TC-TL-
230a.2

Description of 
approach to 
identifying and 
addressing data 
security risks, 
including use of 
third-party 
cybersecurity 
standards

(cont’d)

business units to develop internal processes to oversee AI uses in accordance with AI 
principles and guidance. AI applications are also subject to the principles, policies and 
procedures that govern our business operations, including our Code of Conduct, Code 
of Conduct for Suppliers and Business Partners, Statement on Human Rights and 
Statement on Modern Slavery and Supply Chain Values. We endeavor to be deliberate 
and thoughtful in our use of emerging technologies, including AI technologies in our 
business operations, and will monitor the rapidly evolving AI regulatory landscape as 
we seek to make decisions in a responsible and legally compliant manner pursuant to 
our policies and principles.

We have been employing automated technology systems, software and computational 
processes to enhance our business offerings and inform internal decision-making for 
decades.  AI is a fundamental technology that is integral to a wide variety of 
applications within our business, such as: 

• Supporting and enhancing customer service in a range of areas, including chatbots 
and support for virtual, anytime customer service, online sales and onboarding, and 
home security products. 

• Decreasing service downtime through proactive and reactive network 
maintenance, network resilience and data analytics.  

• Hardening the security of our broadband network and end user account security 
through enhanced network security and cyber security detection tools. 

• Improved consumer accessibility and optionality via recommendation engines for 
programming, voice remotes and text-to-speech.   

• Analyzing content for tagging and metadata generation to enable internal 
efficiencies.

TC-TL-440a.1 Materials 
recovered 
through take-back 
programs, 
percentage of 
recovered 
materials that 
were:

• Reused

• Recycled

• Landfilled

Our domestic Connectivity & Platforms business recycled approximately 27,665,790 
pounds of e-waste in 2023. E-waste consists of multiple types of returned leased 
customer premise equipment associated with our domestic Connectivity & Platforms 
business’ internet, video, phone and home security product offerings (such as 
modems, set top boxes and touchscreens) and returned mobile devices.  Comcast 
reports this data by weight, not percentage.  Our domestic Connectivity & Platforms 
business has internal e-waste management programs requiring device recycling 
business partners to be Responsible Recycling (“R2”) certified, which is a widely 
accepted international certification created by Sustainable Electronics Recycling 
International (“SERI”) for the electronic recycling industry for responsible electronics 
recycling. For more about our efforts to recycle cable waste, see p. 57 of our 2024 
Impact Report. 

In addition, Sky has a policy in place to reuse or recycle 100% of electronic equipment 
returned to it, and recycled approximately 2,308 tons and reused approximately 31 
tons of e-waste in 2023.  

TELECOMMUNICATIONS SERVICES
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https://protect.checkpoint.com/v2/___https://sustainableelectronics.org/___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmNlYmY6MjJkZDI5NmJlY2U1MjY2YThhMDRjNjEzNjFmOWJhNzZhZTU0OTY0YTkxODc3M2JmNzA1N2FlOGQzYjBlNDAxZTpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://sustainableelectronics.org/___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmNlYmY6MjJkZDI5NmJlY2U1MjY2YThhMDRjNjEzNjFmOWJhNzZhZTU0OTY0YTkxODc3M2JmNzA1N2FlOGQzYjBlNDAxZTpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://update.comcast.com/download/17729___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjY0Njk6Y2U2NTZjZjZmZTdlNTlkZWU2YWI0NjA4NGE4NDczYWY3M2ZjZDBkZjEzM2Y1ZGUzZDQ0ODMwYzY1MjhiYjc5NTpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://update.comcast.com/download/17729___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjY0Njk6Y2U2NTZjZjZmZTdlNTlkZWU2YWI0NjA4NGE4NDczYWY3M2ZjZDBkZjEzM2Y1ZGUzZDQ0ODMwYzY1MjhiYjc5NTpwOlQ6Tg
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TC-TL-
520a.1

Total amount of 
monetary losses 
as a result of legal 
proceedings 
associated with 
anti-competitive 
behavior 
regulations

The Company discloses material legal proceedings in annual and quarterly reports 
filed with the SEC.  In 2023, the Company did not disclose any monetary losses as a 
result of legal proceedings associated with anti-competitive behavior regulations.

TC-TL-
520a.2

Average actual 
sustained 
download speed 
of:

• Owned and 
commercially-
associated 
content

• Non-associated 
content

Comcast’s internet service does not favor any type of content and, therefore, our 
performance metrics are the same regardless of whether content is owned or 
associated with us or not.

Comcast provides a detailed summary of its internet service performance in the 
United States, showing median download and upload speeds and latency by tier, in 
its Broadband Internet Access Service Performance Report.  The Federal 
Communications Commission (“FCC”) conducts an ongoing, rigorous study of the 
performance of internet service providers in the United States and determined in 
its most recent report that Comcast’s Xfinity Internet broadband internet access 
services deliver, on average, over 100% of their advertised downstream and 
upstream speeds during the busiest periods of the day, known as “peak” times, 
during sustained testing.

For more information on our broadband network practices, please see Xfinity 
Internet Broadband Disclosures.

TC-TL-
520a.3

Description of 
risks and 
opportunities 
associated with 
net neutrality, 
paid peering, zero 
rating and related 
practices

We do not discriminate against lawful Internet content, applications, services or 
non-harmful devices, and we do not block, throttle, degrade or impair access to 
lawful Internet traffic on the basis of content, application, service, user or use of a 
non-harmful device.  Nor do we favor some traffic over other traffic, including 
through use of techniques such as traffic shaping, prioritization or resource 
reservation, either to benefit an affiliate or in exchange for consideration, monetary 
or otherwise.   

For more information on these topics, please see Xfinity Internet Broadband 
Disclosures and Comcast Settlement-Free Interconnection Policy.  Please also see 
pages 13-14 of the Company’s 2023 Form 10-K for information relating to the risks 
and opportunities associated with laws and regulations relating to net neutrality.

TELECOMMUNICATIONS SERVICES
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https://protect.checkpoint.com/v2/___https://www.xfinity.com/networkmanagement___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmM2MmU6YjFhOWJmYzhhMTk1NTA0ZDA5Y2FlNjQ4Y2NjYmJjOTllZmZjZDE3OWI5MTU5ZjM3MzlmN2IwNzgzMzZiYWE0NzpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.xfinity.com/policies/internet-broadband-disclosures___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjkzMGQ6MjYwZmIxYjhkZmY1MGY0NjFkMGM2ZDBmMWNjMTQyODg3OWMzMWVjNjJhM2Q2YjkxZjI4NjRmNmM3ZWM3NDljNjpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.xfinity.com/policies/internet-broadband-disclosures___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjkzMGQ6MjYwZmIxYjhkZmY1MGY0NjFkMGM2ZDBmMWNjMTQyODg3OWMzMWVjNjJhM2Q2YjkxZjI4NjRmNmM3ZWM3NDljNjpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.xfinity.com/policies/internet-broadband-disclosures___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjkzMGQ6MjYwZmIxYjhkZmY1MGY0NjFkMGM2ZDBmMWNjMTQyODg3OWMzMWVjNjJhM2Q2YjkxZjI4NjRmNmM3ZWM3NDljNjpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.xfinity.com/policies/internet-broadband-disclosures___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjkzMGQ6MjYwZmIxYjhkZmY1MGY0NjFkMGM2ZDBmMWNjMTQyODg3OWMzMWVjNjJhM2Q2YjkxZjI4NjRmNmM3ZWM3NDljNjpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.xfinity.com/peering___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmQzZDc6MTk1YzZmZDU4YTRiYjgzN2Y0YTBmZDZlYzdhYjVlZDg3ZGY3ZmJmNTU5NGQwYWYzYTM4Y2JlNzY3ODQ2MmFiZDpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.cmcsa.com/static-files/fabc4151-d6cd-4480-bf15-43a5dfd96290___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmU2MjM6M2VkZmI0YWZjZThhNDk5Mjc0Y2U4ODcwNzgzZjk4ZGM5MzA0NWYyMTBhZGMzZjdhOWNjNjQzZTFjZmJiYzdhYzpwOlQ6Tg
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TC-TL-
550a.1

System average 
interruption 
duration

System average 
interruption 
frequency

Customer average 
interruption 
duration

We maintain a highly reliable and resilient network for delivery of broadband 
internet access, cable video, voice over Internet Protocol (“VoIP”) and other 
communications services in the United States.  Our network is the result of years of 
investment and innovation and delivers a next-generation broadband experience to 
millions of homes and businesses to support the increasing demands of our 
customers today, and in the future. 

• In the past five years, Comcast has invested more than $20 billion in its network. 
We have also built over 50,000 new route miles of fiber in the United States and 
made thousands of capacity augments from the core of our network all the way 
down to individual neighborhoods. 

• Every day, Comcast performs over 700,000 speed tests across its U.S. network.  
Average speeds to customers (both downstream and upstream) have generally 
remained at or above 110% of advertised speeds since January 2023 in all regions. 

• Comcast engineers have developed AI and machine learning that make the 
network faster and more reliable, reducing both the number of outages and how 
long they last. Through this process, we optimize the performance of 
approximately 50 million modems across the Comcast network every 20 minutes.

For additional information, please see Our Network. 

While we do not calculate overall service availability in the manner specified by the 
standard, we do provide individual customers with detailed information about 
service interruptions in their area.  With the Xfinity app, customers can log in and 
view a real-time outage map with information at the address level.  Customers can 
also run diagnostic checks to find any problems with equipment that may be causing 
an issue and register to receive a text message update as soon as their Xfinity 
services are restored.  While outages are infrequent, these advanced tools help keep 
customers informed and mitigate the impact of any service interruptions that do 
occur.

TC-TL-
550a.2

Discussion of 
systems to 
provide 
unimpeded 
service during 
service 
interruptions

Business Continuity and Disaster Recovery programs at our primary businesses are 
each led by Steering Committees comprised of senior business, financial and 
technical leaders.  These leaders seek to ensure that each of our primary 
businesses continuously evaluates and tests critical operations, technology and 
facilities for incident response and recovery.  Where relevant, the Steering 
Committees and crisis responders coordinate across the Company to ensure 
consistent responses for our customer and employee populations.  Pursuant to its 
charter, the Audit Committee of the Board of Directors receives reports on 
business continuity activities.  

Our Connectivity & Platforms business specifically seeks to build resiliency into its 
products, services and operations by continually strengthening its network against 
hazards, incorporating key redundancies that expedite recovery capabilities and 
leveraging its broad geographic footprint and technical expertise to create mutually 
supportive layers of response capabilities.  
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TELECOMMUNICATIONS SERVICES

SASB Code
Requested 
Metric Company Response

TC-TL-
550a.2

Discussion of 
systems to 
provide 
unimpeded 
service during 
service 
interruptions

(cont’d)

See the response immediately above to TC-TL-550a.1 for more information on our 
maintenance of and investment in our highly reliable and resilient network for 
delivery of broadband internet access, cable video, VoIP and other 
communications services.  In addition, we continue to explore ways to boost 
network efficiency, resilience and reliability to respond to developing challenges, 
rooted in our ethos that the most reliable network is a resilient one.  Xfinity’s 
business continuity and disaster response policy aligns with the ISO 22301 
framework and other relevant industry standards.  

For additional information, see Our Network. 

MEDIA & ENTERTAINMENT

SASB Code
Requested 
Metric Company Response

SV-ME-
000.A

Total recipients of 
media and the 
number of:

• Households 
reached by 
broadcast TV

• Subscribers 
to cable 
networks

• Circulation 
for 
magazines 
and news-
papers

The NBC and Telemundo broadcast networks reach viewers in all 50 U.S. states.

Subscribers to NBCUniversal’s eleven primary cable networks, based on The 
Nielsen Company’s December 2023 Cable Coverage Universe Estimates report and 
dynamic ad insertion estimates:

USA Network: 71 million  

Syfy: 71 million  

E!: 71 million  

MSNBC: 70 million  

Bravo: 70 million  

CNBC: 70 million  

Oxygen: 64 million  

Golf Channel: 59 million  

Universal Kids: 47 million  

Universo: 21 million

CNBC World:  18 million  

For more information, see pages 7-9 of our 2023 Form 10-K.  

(Circulation for magazines and newspapers is not applicable.)

https://protect.checkpoint.com/v2/___https://corporate.comcast.com/our-network___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjE0OTk6OWY3MzBiOTE1MGNlYmRhOTZkOTA5ZjE0NjhkYWM5YWIzYjE5NWUyNjE1NDBmZGI4MTFlNWRhNDFlM2JjZjM3NTpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.cmcsa.com/static-files/fabc4151-d6cd-4480-bf15-43a5dfd96290___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmRiZTU6ZmI5MzBkZmEwZTViMmMzYjQ5MGU0Njg1NGI1MjJjZDg2NDU2MDI0NTYyYTMwYzgyZTliNGMzNzQzZTk4M2YxZjpwOlQ6Tg
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SV-ME-
000.B

Total number of 
media 
productions and 
publications 
produced

Our television and streaming platforms include content licensed from our Studios 
segment and from third parties, as well as content produced by our Media 
segment businesses, such as live news and sports programming and certain 
original content, including  late-night comedy for NBC and original telenovelas for 
Telemundo. 

Our film studio’s library is composed of more than 6,500 movies in a variety of 
genres. 

For more information, see pages  7-10 of our 2023 Form 10-K.

SV-ME-
260a.1

Percentage of

• gender and 

• diversity 
group 
representa-
tion for: (a) 
executive 
management, 
(b) non-
executive 
management, 
(c) profession-
als, and (d) all 
other 
employees

Please see our 2024 Impact Report and its related 2024 Impact Report Diversity 
Data for information on the Company’s U.S. full-time employees, including our 
diversity, equity and inclusion reporting statistics. 

Please also see our EEO-1 Data for information contained in  our EEO-1 reports 
filed.

Furthermore, we have various policies and procedures in place that are applicable 
to the use of AI and potential applications of AI in human resources management. 
Our Code of Conduct sets forth our principles of business conduct that guide us to 
act with integrity in everything we do, including a commitment to do what’s right 
for our employees, customers, audiences, investors and the communities we 
serve. AI applications are also subject to our Code of Conduct for Suppliers and 
Business Partners, Statement on Human Rights and Statement on Modern Slavery 
and Supply Chain Values.  We maintain a culture of integrity and comply with 
applicable laws regarding safe, inclusive and respectful workplaces.  Moreover, we 
provide detailed reporting on these and other topics in our annual Impact Report 
and other disclosures available on our ESG Reporting website.

SV-ME-
270a.1

Total amount of 
monetary losses 
as a result of legal 
proceedings 
associated with 
libel or slander

The Company discloses material legal proceedings in annual and quarterly 
reports filed with the SEC.  In 2023, the Company did not disclose any monetary 
losses as a result of legal proceedings associated with libel or slander.

SV-ME-
270a.2

Revenue from 
embedded 
advertising

From time to time, NBCUniversal’s productions may receive products or services, 
at no cost to production, to be used and/or referenced during programming.  
Additionally, NBCUniversal may enter arrangements with advertisers to 
incorporate their products or services within programming, either as passive 
placements or actively in connection with a storyline.  We approach such 
advertising in a responsible manner, including by making necessary disclosures in 
programming and otherwise ensuring the advertising complies with applicable 
law, self-regulatory guidance, our internal standards and practices and our 
journalistic integrity policies and guidelines.

NBCUniversal is not able to share data regarding revenues derived in connection 
with any such embedded advertising, as it is confidential and proprietary.

MEDIA & ENTERTAINMENT

SASB Code
Requested 
Metric Company Response

https://protect.checkpoint.com/v2/___https://www.cmcsa.com/static-files/fabc4151-d6cd-4480-bf15-43a5dfd96290___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmQ2ZWE6YzMwMDFjNjliODYxYWNlNTk1ZWIyMjVlNTIyMTZkYWJmNDRhOGVlYjg3OTVhZGMyNTk3ZTEyY2ViZmIwYWM3YjpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://update.comcast.com/download/17729___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmJlYjg6MzQxY2FmYTc0YzI5NmM4NWNiNTk3M2U5OTRmZjQyMDBmOTE2MWQ1MzZlNzQ3ZGU0YTczY2QwNzI4ZWE0NjYwNjpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://update.comcast.com/download/17742___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjcxODg6ZTVkYTZkMjcwYmNjMjliZDBiMGVlM2YzNjFjZTI2ZDk0ODZlOWI1NjFhODI2NjEzZDQ5M2RiMTI0ZGZmM2M2NjpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://update.comcast.com/download/17742___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjcxODg6ZTVkYTZkMjcwYmNjMjliZDBiMGVlM2YzNjFjZTI2ZDk0ODZlOWI1NjFhODI2NjEzZDQ5M2RiMTI0ZGZmM2M2NjpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://cmcsa.gcs-web.com/static-files/1d6d3ef6-d2d4-4c13-b452-7917b90e0032___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjgwMzQ6MGNkZWJhMTcwMWJhYTYwZmY5ZGEzZDhhN2VhYzk2NWVmYWIxZDFlMWYzNWM5MjIyYTg1NjgyZmYzNjBmNGZkYTpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://update.comcast.com/wp-content/uploads/dlm_uploads/2024/06/Code-of-Conduct-English-US.pdf___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmJhM2E6NGQ3YjY5N2VmOTRiYzQ2MzM1M2VmMTc1OGE3YTAzYmMxNjhjNTVkMWYxNzhhNGQyYjU3ZDNlNDJkNTgxYjQwMjpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://corporate.comcast.com/impact/values-integrity/integrity/our-suppliers-and-business-partners___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmIwMDI6NmEwNGZmMDNlZDBlOGM4YTZmNDhiOGUyNjhjMzg5NDQ0ODIwYTdkN2RkYWJjZWJkMDE0NDc3ZDU4OTJjMjRhODpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://corporate.comcast.com/impact/values-integrity/integrity/our-suppliers-and-business-partners___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmIwMDI6NmEwNGZmMDNlZDBlOGM4YTZmNDhiOGUyNjhjMzg5NDQ0ODIwYTdkN2RkYWJjZWJkMDE0NDc3ZDU4OTJjMjRhODpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.cmcsa.com/static-files/5965037e-57a8-434d-a89e-f0f4c7be4233___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmI2Yjc6NTkxNjc3MWNjNmY3OTdkMDBhNjM5NGViNjAxZTBkYTVkYmQ0ODMxMjIzNzg5MGU0YWI0NjhhMjFiZTJhNGJkODpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.cmcsa.com/esg-reporting/statement-on-modern-slavery-and-supply-chain-values___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjRiNWI6NDM1YTQ2Y2EzYWNiYmZjZDlhNzNiODJhODcyNDg0ZDg5YjYzNjA0MTM2ODRhNWIxODhmY2QyZjkyOWJmZWFjNzpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.cmcsa.com/esg-reporting/statement-on-modern-slavery-and-supply-chain-values___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjRiNWI6NDM1YTQ2Y2EzYWNiYmZjZDlhNzNiODJhODcyNDg0ZDg5YjYzNjA0MTM2ODRhNWIxODhmY2QyZjkyOWJmZWFjNzpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://update.comcast.com/download/17729___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmJlYjg6MzQxY2FmYTc0YzI5NmM4NWNiNTk3M2U5OTRmZjQyMDBmOTE2MWQ1MzZlNzQ3ZGU0YTczY2QwNzI4ZWE0NjYwNjpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.cmcsa.com/esg-reporting___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjkwNGI6ZGY3N2E0NmE3MjE4ZGQwMDk1NTZmNzFlOGZkNjUwY2JlZmIwY2MzZjNhMzY0ZDViMmVhY2FiMTUyZTNmMGRhNzpwOlQ6Tg
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SV-ME-
260a.2 and 
270a.3

Description of 
policies and 
procedures to 
ensuring 
pluralism in news 
media content

Description of 
approach for 
ensuring 
journalistic 
integrity of news 
programming 
related to:

• Truthfulness, 
accuracy, 
objectivity, 
fairness and 
account-
ability

• Independence 
of content or 
transparency 
of potential 
bias

• Protection of 
privacy and 
limitation of 
harm

The NBCU News Group is committed to serving audiences with outstanding 
journalism that reflects the experiences of all communities.  Comcast’s Code of 
Conduct requires that we comply with applicable broadcasting and advertising 
laws, regulations, standards and codes of practice, and we are committed to the 
highest media standards.  Furthermore, as set forth in the NBCU News Group’s 
policies and guidelines for the newsroom, NBCU News Group journalists strive to 
report accurately, fairly, objectively and independently; work with integrity, 
honesty and transparency; and deliver information that can be trusted and 
analysis that is thorough, without hidden agendas, conflicting interest or bias.  
They do so while maintaining respect for the audience and consumers, 
appreciation of our responsibility and commitment to the highest journalistic 
standards.

The NBCU News Group’s polices provide detailed guidance to journalists about 
how to implement these fundamental principles on a broad range of subjects, 
including ensuring the honesty and credibility of sources, weighing all sides, 
avoiding and/or disclosing conflicts of interest, corrections and balancing the 
privacy interests of story subjects with the public interest.  Its Standards & 
Practices department works closely with editorial teams to uphold these 
guidelines and core principles and, in partnership with its media lawyers, 
regularly provides legal and ethics training to journalists and supplemental 
guidance for sensitive stories.

To the extent that editorial coverage is funded in whole or in part by a brand or 
contains brand elements (like an integration), it remains editorially independent, 
and the NBCU News Group will prominently and clearly disclose the commercial 
relationship to the audience and consumers.

For information about Sky News, please see its policies and standards.

MEDIA & ENTERTAINMENT

SASB Code
Requested 
Metric Company Response

https://protect.checkpoint.com/v2/___https://update.comcast.com/wp-content/uploads/dlm_uploads/2024/06/Code-of-Conduct-English-US.pdf___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmQyYmU6OWUyZGRjOTI3M2E5OGVkNWZmZDRjN2E5OGRlMzNlNmRiZGEyZWRhNGRmM2MxYjY2ZmU0NGU4Y2E1MzkwOGUwMTpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://update.comcast.com/wp-content/uploads/dlm_uploads/2024/06/Code-of-Conduct-English-US.pdf___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmQyYmU6OWUyZGRjOTI3M2E5OGVkNWZmZDRjN2E5OGRlMzNlNmRiZGEyZWRhNGRmM2MxYjY2ZmU0NGU4Y2E1MzkwOGUwMTpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://news.sky.com/feature/sky-news-policies-and-standards-11522046___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjNlNDM6YmJhOGE4OTlmMzg1MTYxMDMwMmJiZjVhZjlhNThjYTY5OTVkMzZkMTM5NzZiMjJiNjAyN2NkNzFmYjAxYTQ1MjpwOlQ6Tg
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SV-ME-
520a.1

Description of 
approach to 
ensuring 
intellectual 
property (IP) 
protection

As a media and technology company, intellectual property and confidential 
information are among our most valuable assets, which include our brands, 
trademarks, know-how, inventions, patents, content, characters and other 
copyrighted materials, trade secrets, strategies, software, websites, domain 
names and apps.

We take various measures to protect against the unauthorized use and 
dissemination of our intellectual property and confidential information.  We also 
respect the intellectual property rights and confidential information of others, 
including respecting copyright laws in our creation of artistic works.  In general, 
protecting the intellectual property and confidential information belonging to us 
and our business partners safeguards our property and maintains  our reputation 
as a trustworthy partner.

We rely on a combination of laws of the United States and other countries 
(including copyright, trademark, unfair competition, patent, trade secret and 
other applicable laws), license agreements, robust registration and enforcement 
to help protect our intellectual property rights.  We have also implemented 
internal intellectual property policies and trainings to increase awareness and 
respect  for intellectual property rights among employees.

AI technologies can serve as valuable tools to enhance human creativity and 
support content creation. However, the uncertainty surrounding the application 
of copyright protection to certain AI-generated content leads us to be cautious 
about whether and how we may incorporate AI tools into content creation. 
Additionally, we believe that human creativity is, and will remain, at the heart of 
our creative processes, and as such our uses of AI in content creation will remain 
as a tool that enhances human creativity but does not replace it. 

For more information on our intellectual property portfolio and approach, see 
our Code of Conduct and pages 17 and 22-23 of our 2023 Form 10-K.

MEDIA & ENTERTAINMENT

SASB Code
Requested 
Metric Company Response

https://protect.checkpoint.com/v2/___https://update.comcast.com/wp-content/uploads/dlm_uploads/2024/06/Code-of-Conduct-English-US.pdf___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OmM3NjY6NjdmZDYyNzM5YzBmMTkzM2NjZTUxOWNlMTcyMzk1YWVhNDQ0Y2ZmMTFkM2UzMmMyMDQ4MTg3NzEwY2YwZDdiNzpwOlQ6Tg
https://protect.checkpoint.com/v2/___https://www.cmcsa.com/static-files/fabc4151-d6cd-4480-bf15-43a5dfd96290___.YzJ1OnBhdWxiYWtlcm5vdGlmaWVkY29tOmM6bzpiOGUyYTBkNWIzODc3OWFjZmZmMDAwZmJiZmUwN2FjYzo2OjgzOWQ6NTJjOGYzM2MxMDM3OTVjMDI4NjJmZTJmZjA3MTM1MzEwMmI4ODc5OGQ4ODA4M2ZhMzIyMDg0YjljZjcyYTNmOTpwOlQ6Tg
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